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UNITED STATES POSTAL SERVICE RESPONSE TO UNITED PARCEL SERVICE 
INC.’S MOTION REQUESTING ACCESS TO NON-PUBLIC MATERIALS UNDER 

PROTECTIVE CONDITIONS 
(January 22, 2020)  

 
 For the reasons described below, the United States Postal Service (“Postal 

Service”) opposes in part the Motion Requesting Access to Non-Public Materials under 

Protective Conditions (“UPS Motion”) filed in this docket by the United Parcel Service, 

Inc. (“UPS”).1 

 First, disclosure of the non-public information included in USPS-FY19-NP2, 

USPS-FY19-NP3, USPS-FY19-NP7, USPS-FY19-NP8, USPS-FY19-NP9, USPS-FY19-

NP9A, USPS-FY19-NP14, USPS-FY19-NP30, and USPS-FY19-NP32  – even under 

the protective conditions proposed – would place commercially-sensitive information at 

risk, including that of third parties.  The Postal Service therefore opposes UPS access 

to those non-public folders in part for the same reasons that it opposed the similar UPS 

motion a year ago.2  However, the Postal Service acknowledges that the Postal 

                                                           
1 United Parcel Service, Inc.’s Motion Requesting Access to Non-Public Materials under Protective 
Conditions, Docket No. ACR2019 (January 15, 2020). 
2 See United States Postal Service Response to United Parcel Service Inc.’s Motion Requesting Access 
to Non-public Material under Protective Conditions, Docket No. ACR2018 (January 28, 2019).  The 
folders at issue contain information of a commercial nature, which under good business practice would 
not be publicly disclosed.  As such, this information normally would be exempt from mandatory public 
disclosure pursuant to 39 U.S.C. § 410(c)(2) and 5 U.S.C. § 552(b)(3), (b)(4).  The Postal Service further 
incorporates by reference its arguments, and the identified harms that would arise from disclosure of 
these materials, which are contained in the Postal Service’s application for non-public treatment in this 
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Regulatory Commission (“Commission”) has granted UPS access to some similar 

folders in past years over the Postal Service’s opposition.3  To the extent that the basis 

for the Postal Service’s own opposition to the present UPS motion is the same as the 

basis for last year’s opposition, and though the Postal Service does not agree with 

those past rulings, those issues have been litigated in this forum. 

 Second, and notwithstanding the Postal Service’s acknowledgment of the 

Commission’s adverse rulings over the Postal Service’s past opposition, the Postal 

Service maintains that the UPS motion should be denied because of the continuing 

objections of affected third parties, including foreign postal operators.  As noted above, 

the non-public folders at issue contain commercially-sensitive third party information.  It 

is especially difficult for foreign entities with logistical, legal, and language obstacles to 

participate timely and directly in Commission proceedings, even when receiving notice 

of the instant motion.  However, the UPS motion places their commercial data at an 

unfair competitive risk.  Despite the only one-week deadline under the Commission’s 

rules for responses to this motion,4 some third parties have submitted letters expressing 

their objections to the UPS motion.  The Postal Service has attached three of these 

letters from the designated postal operators of Canada (Canada Post Corporation), 

Germany (Deutsche Post), and the United Kingdom of Great Britain and Northern 

Ireland (Royal Mail Group) and urges the Commission to reconsider its past rulings at 

least to the extent that the present UPS motion seeks third party data.5 

                                                           
docket. See USPS FY2019 ACR, Attachment Two, Application of the United States Postal Service for 
Nonpublic Treatment of Materials. 
3 E.g., Order Granting Motions for Access, Order No. 4998, Docket No. ACR2018 (February 8, 2019). 
4 39 C.F.R. § 3007.301(c). 
5 See Attachments 1-3. 
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 Third, the Postal Service opposes the UPS motion to the extent that it further 

seeks an extension of its prior access to non-public library references from Docket Nos. 

ACR2014, ACR2015, ACR2016, ACR2017, and ACR2018 which was granted 

previously by the Commission during proceedings within those earlier ACR dockets.  

The Postal Service expressly declined to contest that aspect of last year’s UPS motion,6 

and thus the Commission has not already adjudicated that aspect of the present UPS 

motion on its substantive merits.  For the reasons that follow, the Postal Service now 

opposes that aspect of the present UPS motion. 

 The extension that UPS now seeks in this Docket No. ACR2019 is inconsistent 

with the terms by which the Commission granted UPS access in different, past dockets.  

In particular, the requested extension is inconsistent with the Commission’s rules of 

practice and the certified protective order conditions.  Because the access granted in 

the past cases was subject to those specific terms that conflict with the requested 

extension, the new requested extension that UPS filed years later should be denied. 

 The present motion is submitted pursuant to 39 C.F.R. §§ 3007.301, 3007.304.  

The Commission promulgated those rules in June 2018; the orders granting prior 

access to non-public library references in Docket Nos. ACR2014, ACR2015, ACR2016, 

and ACR2017 were issued pursuant to the Commission’s predecessor rules, including 

39 C.F.R. §§ 3007.50, 3007.51.  Rule 3007.51(a), as it existed when such access was 

granted for compliance proceedings, specified that “[a]ccess to non-public materials 

                                                           
6 See United States Postal Service Response to United Parcel Service Inc.’s Motion Requesting Access 
to Non-public Material under Protective Conditions, Docket No. ACR2018 (January 28, 2019) at 3 n.4; 
see also United States Postal Service Response to United Parcel Service Inc.’s Motion Requesting 
Access to Non-public Material under Protective Conditions, Docket No. ACR2017 (January 12, 2018) at 2 
n.3.  The UPS motions in the ACR2014, ACR2015, and ACR2016 dockets did not request such access.  
As this is the third consecutive year that UPS seeks such extended access, it appears that UPS is now 
seeking this extended access on a routine annual basis, which as explained above should not be granted. 
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obtained under § 3007.50 terminates either when the Commission issues its next 

Annual Compliance Determination (ACD) or the person withdraws or is otherwise no 

longer involved in the relevant proceeding, whichever occurs first.”7  Upon such 

termination, the Commission’s rules further provided that “all non-public materials in a 

person’s possession must be destroyed, and the form attached to the protective 

conditions certifying destruction must be executed and filed with the Commission.”8   

In other words, the Commission’s rules that enabled UPS to gain access in the 

first place in the prior compliance dockets were clear that access to such materials 

should routinely end with the Commission’s issuance of its respective ACD for that year.  

Limited exceptions may be warranted under special circumstances,9 but that is not what 

the present UPS motion seeks.  Instead, the UPS motion anticipates continued access 

to those non-public materials routine for years to come (to compare new data each year 

with all prior years), such that any interested persons could seek to review all 

compliance materials from all years on an ongoing basis and with no end.  That is 

                                                           
7 Former rule 3007.51(a) (emphasis added).  In promulgating the final new rules in June 2018, the 
Commission explained that its unification of rules 3007.40(a) and 3007.50(a) was solely for “simplicity” 
and was not intended to “product a material difference in procedures.”  Order Adopting Final Rules 
Relating to Non-public Information, Order No. 4679, Docket No. RM2018-3 (June 27, 2018) at 66; see 
also id. at 70 (combining rules 3007.41 and 3007.51 on termination of access).  In other words, combining 
the procedures for access to non-public materials in compliance matters and in other matters was solely 
for simplicity; accordingly, the Commission’s issuance of its Annual Compliance Determination (ACD) as 
specified in the predecessor rule 3007.51(a) remains the relevant “final order or report” for purposes of 
the successor rule 3007.304(a) for ACR dockets (compliance proceedings).  Indeed, if that were not so, it 
would render that aspect of the rule meaningless in the compliance cases, as there then would be no 
relevant final order or report for ACR dockets. 
8 Former rule 3007.51(c).  It is not clear that UPS has always submitted all of the required certifications of 
destruction in each of the ACR dockets at issue.  If not, then that is an additional basis on which the 
Commission should deny the present UPS motion in its entirety. See, e.g., 39 C.F.R. § 3007.303. 
9 Continued access could be permitted only by motion under protective conditions.  UPS has occasionally 
filed such motions in the past, which highlight their exceptional nature and limited scope and duration.  
See, e.g., United Parcel Service, Inc.’s Motion Requesting Continued Access to Non-Public Materials 
under Protective Conditions, Docket No. ACR2014 (March 27, 2015) (seeking continued access to a 
specific subset of compliance materials for continued use in the same docket and only for an additional 
90-day period).  
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contrary to both the letter and spirit of the Commission’s rules on which the access was 

originally granted.  To turn such open-ended continued access every year into the 

routine practice would eviscerate the clear intent of the Commission’s rules, which 

instead made the issuance of the Commission’s ACD the ordinary end to the access.  

The UPS motion (and presumably others like it in every subsequent year in the future) 

would replace the rule with the exception. 

 In accord with the Commission’s rules, the Commission’s past orders granting 

access to non-public materials in the ACR dockets, and the certifications submitted by 

UPS, were premised on certain protective conditions.  Those protective conditions 

included the requirements that the information to which non-public access was afforded 

would be used only for purposes of that particular ACR docket.  The protective 

conditions that the Commission ordered, and that UPS representatives certified, did not 

permit any use in future dockets, let alone routine use in all future compliance dockets 

year after year.  Indeed, if that had been the case, then all persons whose sensitive 

data were at risk in those earlier dockets might have lodged additional concerns with the 

Commission at the time.  To allow the requested expansion of use now would 

retroactively modify the protective conditions that were the premise for the original 

requests, but without adequate, advance notice and an opportunity to comment.10 

                                                           
10 For example, the Postal Service has entered into various bilateral contracts with foreign postal 
operators in the past for the exchange of mail flows on negotiated rates and other terms.  Some of those 
bilateral contracts have since expired, such that the data filed in the non-public folders in the ACR 2019 
docket would not necessarily encompass information about the earlier expired contracts.  Data relevant to 
those contractual mail flows would have been included within ACR filings in past years.  Such third-party 
foreign postal operators may have had the opportunity to voice any concerns about access to its 
commercially sensitive data implicated by past motions for access to non-public materials in particular 
dockets.  Yet those past motions, and the orders granting them, were premised on the limited use of such 
data only for purposes of each respective ACR docket.  They were never given notice at the time that 
their data would also be exposed to access years later; to the contrary, as discussed above, the 
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For the foregoing reasons, the Postal Service respectfully urges the Commission 

to deny the UPS motion to the extent stated above. 

 Respectfully submitted, 
 
 UNITED STATES POSTAL SERVICE 
 By its attorney: 
 
 Jeffrey A. Rackow 
 (Acting) Chief Counsel, 

Global Business & Service Development 
 
475 L'Enfant Plaza, S.W. 
Washington, D.C. 20260-1101 
(202) 268-6687; Fax -5418 
jeffrey.a.rackow@usps.gov 
January 22, 2020 
 

                                                           
Commission’s rules indicated that the routine practice would be to terminate the access each year upon 
the Commission’s issuance of its respective ACD. 
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Legal Services, Compliance & Data Protection
Deutsche Post AG, Headquarters, SD71 Deutsche Post DHL

Group

Deutsche Post AG ¦ 71 Legal Services - Charles-de-Gaulle-Straße

Via electronic mail
Christopher C. Meyerson
Attorney
U.S. Postal Service Law Department
475 L Enfant Plaza, SW, Room 6109
Washington, DC 20260-1137

January 22, 2020

Opposition to Motion for Access to Non-public Material Containing Third Party
Information on Deutsche Post Shipments

Dear Mr. Meyerson:

I am writing to you today to express Deutsche Post s Opposition to a motion that United Parcel

Service, Inc. ( UPS ) filed with the Postal Regulatory Commission ( PRC ) as part of PRC docket

ACR2019. UPS is seeking access to a non-public file that includes third-party data associated with

postal shipments between USPS and Deutsche Post. Deutsche Post opposes granting access to this

data because it fears that the data will not be adequately protected and that Deutsche Post will have

no tools to ensure that the two entities comply with the proposed protective procedures.

The data that UPS is seeking may impact the highly competitive nature of the international parcel

business, including the international parcel business between the United States and Germany.

Deutsche Post is primarily concerned that the release of this data to UPS will negatively impact U.S.

and German postal Customers because the requested file contains sensitive market data on the

movement of packages between the two postal operators. Further, release of this information could

affect the competitive market with other postal providers in the trade lane, thereby distorting

competition and causing financial harm. Therefore, Deutsche Post opposes UPS  motion.

Deutsche Post greatly appreciates your efforts on this matter.

Gordon Weber
EVP Legal, Compliance & Data Protection

Deutsche Post AG
Charles-de-Gaulle-Str. 20
53113 Bonn
Germany

Visitor's address
Platz der Deutschen Post
Bonn

P one +49 228 182-0
Fax +49 228 182-7099

www.dpdhl.co 

Account details
Deutsche Post AG
Postbank Köln

IBAN
DE49 3701 0050 0000
0165 03
SWIFT BIG
PBNKDEFF370

Board of Management
Dr. Frank Appel,
Chairman
Ken Allen
Melanie Kreis
Oscar de Bok
Dr. Tobias Meyer
Dr. Thomas Ogil ie
John Pearson
Tim Schar ath

Chairman of the
Supervisory Board
Dr. Nikolaus
von Bomhard

Registered Office Bonn
Register court Bonn
HRB 6792
VAT Id no.
DE 169 838 187
Deutsche Post AG -
Corporate Executives -
Headquarters - 53250
Bonn - Germany
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